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MARAM and Information Sharing policy guidance FOr councils

The following policy guidance for councils relates to the Victoria Government MARAM and Information Sharing reforms in effect from 27 September, 2018; the Family Violence Multi Agency and Risk Assessment and Management (MARAM) framework, the Family Violence Information Sharing Scheme (FVISS) and the Child information Sharing Scheme (CISS). 

The MARAM establishes a systems framework and tools for a collaborative systems response in early identification and intervention of family violence.
The FVISS compliments the MARAM and existing information sharing legislation allowing further opportunities to share family violence risk relevant sharing concerning family violence, 

The CISS compliments the MARAM and FVISS in enabling sharing information for child safety when experiencing family violence, but also goes further in allowing to information share to promote child wellbeing.
The three reforms in combination establish a consistent and collaborative state-wide service response to keep family violence victim survivors safe, to hold perpetrators accountable and in view and promote a child’s safety and wellbeing.
This document draws directly from the MARAM Framework and the FVISS and CISS Ministerial Guidelines, and is intended as a supplementing guide to assist councils in understanding their roles and responsibilities to comply with the legislative requirements.
The MARAM and Information Sharing Policy Guidance aims to assist with:
· Define prescribed service roles and responsibilities for council employees at the Screening and Identification level under MARAM.

· Articulate a council policy that supports prescribed council services operating under MARAM, and that guides all procedures and practice to effectively identify, assess and manage family violence risk.

· Protect all victims and third parties while keeping perpetrators in view and accountable for their actions and behaviours.

· Ensure the broad range of experiences across the spectrum of risk are represented, including for Aboriginal communities, diverse communities, children, young people and older people, across identities, and family and relationships types.
· Support effective risk assessment and management of family violence utilising MARAM and the FVISS

· Define Information Sharing roles within prescribed services for council utilising the FVISS for family violence information sharing
· Support prescribed council services utilising the CISS to promote child wellbeing and safety
This document can be utilised as a supplementary support (but not as a replacement) to the most recent editions of the legally binding FVISS and CISS Ministerial Guidelines.

Further MARAM and Information Sharing resources are available online.
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Terms of Reference
	Term
	Meaning

	Aboriginal
	The term Aboriginal within this document is used as the generic term to refer to both Aboriginal and Torres Strait Islander people. (Working with Aboriginal Children and Families: A Guide for Child Protection and Child and Family Welfare Workers, VACCA, 2016, p 7). I only found this SNAIC resource from 2006 on Google


	Alleged Perpetrator
	A person who is alleged to pose a risk of committing family violence. Information about alleged perpetrators can only be shared with Risk Assessment Entities (RAEs) for a family violence assessment purpose.
For further detail on Alleged perpetrator vs confirmed perpetrator, please see p46 of FVISS Ministerial Guidelines


	Child Information Sharing Scheme (CISS)
	Information Sharing legislation to promote child wellbeing and safety under the Child Wellbeing and Safety Act 2005.

 For further detail please see CISS Ministerial Guidelines (under “I’m an authorised professional”)


	Consent
	Permission for something to happen, or agreement to do something, after being provided all relevant information. Consent may be expressed or implied.


	Confidential Information
	Health information, as defined in Section 3(1) of the Health Records Act 2001 (Vic) means: personal information (that is not exempt health information) that is information or an opinion about the physical, mental or psychological health (at any time) of an individual, a disability (at any time) of an individual, an individual’s expressed wishes about the future provision of health services, a health service provided or to be provided to an individual; other personal information collected to provide, or in providing, a health service, other personal information about an individual collected in connection with the donation, or intended donation, by the individual of his or her body parts, organs or body substances; other personal information that is genetic information about an individual in a form which is or could be predictive of the health (at any time) of the individual or of any of their descendants.

Personal information (including sensitive information), unique identifiers or identifiers, as defined in Section 3 of the Privacy and Data Protection Act 2014 (Vic), personal information means information or an opinion (including information or an opinion forming part of a database) that is recorded in any form and whether true or not, about an individual whose identity is apparent or can reasonably be ascertained from the information or opinion, but does not include information of a kind to which the Health Records Act 2001 (Vic) applies.


	Diverse
	The term ‘diverse’ refers not only to individuals and communities but also extends to the various forms of FV including how these experiences are compounded through multiple forms of discrimination and disadvantage.” 

	Family Member
	A family member can be understood differently in different cultures, such as within Aboriginal and Torres Islander peoples, and Culturally and Linguistically Diverse (CALD) groups; for example, cousins, aunts, uncles are understood under the umbrella of immediate family. Refer professional judgement and best practice under the circumstance of sharing with regard to cultural safety.

	Family Violence
	The Family Violence Protection Act (2008) defines family violence as:

1.) Behaviour that is:

· Physically, sexually, emotionally, psychologically or economically abusive;

· Threatening or coercive;

· Controlling or dominating a family member causing them to feel fear for the safety or wellbeing for themselves or another person or animal.

2.) Behaviour that causes a child to hear, witness or otherwise be exposed to the effects of any behaviour referred to above.


	
	Aboriginal definition of family violence:

Dhelk Dja Safe Our Way - Strong Culture, Strong People, Strong Families defines family violence as ' an issue focused around a wide range of physical, emotional, sexual, social, spiritual, cultural, psychological and economic abuses that occur within families, intimate relationships, extended families, kinship networks and communities. It extends to one-on-one fighting, abuse of Aboriginal community workers and can manifest in self harm, injury and suicide.

(Dhelk Dja Safe Our Way - Strong Culture, Strong Peoples, Strong Families. State of Victoria, Department of Health and Human Services, Oct 2018, p.51)


	Family Violence Information Sharing Scheme (FVISS)
	The Family Violence Information Sharing Scheme (FVISS) is created through Part 5A of the Family Violence Protection Act 2008 (Vic) The FVISS authorises prescribed information sharing entities to share information with each other to assess or manage family violence risk.


	Intersectionality
	Refers to the structural inequality and discrimination experienced by diverse communities and individuals, and the impact of these creating barriers to service access and further marginalisation. Intersectionality is the complex, cumulative way in which the effects of multiple forms of identity-based structural inequality and discrimination (for example; racism, sexism, ableism and classism) combine, compound, overlap or intersect in the experiences of individuals or communities. 

Aspects of identity can include gender, ethnicity and cultural background, language, socioeconomic status, disability, sexual orientation, gender identity, religion, age, geographic location or visa status.

For further detail please refer to the Everybody Matters policy framework (2019)


	Information Sharing Entity (ISE)
	Prescribed under part 5A of the Family Violence Protection Act, 2008 and the Child Wellbeing and Safety Act 2005. An ISE is a prescribed organisation or service able to request and share information relevant to a family violence or child wellbeing and safety risk. Under the FVISS, all ISEs can share information for a protection purpose.

Refer to the FVISS or CISS Ministerial Guidelines for further information.


	(Family Violence) Multi-Agency Risk Assessment and Risk Management Framework (MARAM)
	Established under Part 11 of the FVPA, the MARAM Framework sets out the responsibilities of different workforces in identifying, assessing and managing family violence risk across the family violence and broader service system. MARAM will guide information sharing under both FVISS and CISS wherever family violence is present.
For further detail please refer to the MARAM Framework


	Perpetrator
	A person can be identified as a perpetrator where an ISE, after having conducted a family violence risk assessment, reasonably believes that there is a risk that the person may commit family violence. Has the same meaning as a ‘person of concern’ as defined in Section 144B of the Family Violence Protection Act, 2008.


	Risk Assessment Entity (RAE)
	Prescribed under part 5A of the Family Violence Protection Act 2008. 

A prescribed subset ISE 
An RAE can request and share information with/to ISEs relevant to family violence risk for family violence assessment and protection purposes.

Refer to the FVISS or CISS Ministerial Guidelines for further information.



	Reasonable Belief
	A reasonable belief requires the existence of facts that are sufficient to induce the belief in a reasonable person. Belief requires something more than suspicion.


	Third Party
	Any person whose confidential information is relevant to a family violence assessment or protection purpose other than a person who is a primary person (i.e. the victim survivor), a person of concern (i.e. the perpetrator) or is alleged to pose a risk of family violence (i.e. alleged perpetrator).

Has the same meaning as a ‘linked person’ as defined in Section 144A of the Family Violence Protection Act, 2008.


	Victim Survivor
	A person may be termed a victim survivor if an ISE reasonably believes there is risk that the person may be, is being or has been subjected to family violence. The term victim survivor refers to both adult and child victim survivors.



1. Purpose
The Victorian Government has established the MARAM Framework and the Information Sharing reforms, known as the Family Violence Information Sharing Scheme (FVISS) and the Child Information Sharing Scheme (CISS) to improve Victoria's response to family violence risk, and to improve child wellbeing and safety.

The MARAM Framework is a state-wide best practice framework for prescribed organisations which outlines roles and responsibilities across sectors to respond in collaboration to family violence, to identify, assess and manage risk, and is supported in practice by the information sharing reforms of the FVISS and CISS.

The FVISS supports the MARAM to improve the circumstances in which prescribed organisations can share information to support effective assessment and management of family violence risk. The CISS can support information sharing whenever a child is involved, however also offers extensive information sharing powers beyond that of the MARAM and family violence to promote the wellbeing and safety of children.

The MARAM Framework and the information sharing schemes are integrated, and build upon existing legislation to empower Victoria's services to work collaboratively in collecting, using and sharing risk relevant information to family violence and child wellbeing and safety in order to lessen or prevent a serious threat to an individual's life, health, safety or welfare.
Alignment with the MARAM Framework and the information sharing reforms offers an opportunity to review information sharing policies, processes, capabilities and data retention systems for improved support of victim survivors and children in council communities.
This document serves as policy guidance to support prescribed council services in updating their policies, processes and practice with the MARAM Framework and the Information Sharing reforms. Further detail can be obtained in the MARAM Framework, the FVISS and CISS Ministerial Guidelines, and the supporting MAV MARAM Alignment Tool.
· Multi-Agency Risk Assessment and Management (MARAM) Framework
The Victorian Government established MARAM as Recommendation One of the Royal Commission into Family Violence 2016 to guide organisations, services and professionals in the sector response for the identification, assessment and management of FV risk.
Established under Part 11 of the Family Violence Protection Act 2008, the MARAM underpins the FVISS and CISS as the legislative instrument for risk identification, assessment and management. The MARAM offers a framework to support organisational alignment of policies, processes and procedures to represent a consistent understanding of family violence best practice.
· Family Violence Information Sharing Scheme (FVISS) Ministerial Guidelines
Made under Part 5A of the Family Violence Protection Act (FVPA) 2008 and the Family Violence Protection (Information Sharing and Risk Management) Regulations 2018. The FVISS authorises information sharing to assess or manage risk of family violence.
· Child Information Sharing Scheme (CISS) Ministerial Guidelines 
made under section 41ZA of the Child Wellbeing and Safety Act 2005, which authorises information sharing to promote the wellbeing and safety of children including extending beyond family violence.
· MAV MARAM Alignment Tool
2. Scope
This policy guidance applies to councils in support of their services and employees charged with screening and identification responsibilities under MARAM, and with information sharing responsibilities under the FVISS and CISS.
Councils should be guided directly from the MARAM Framework and the FVISS and CISS Ministerial Guidelines to ensure their policies, procedures and practices are consistent and compliant with legislative requirements.

The following policy guidance is intended as supplemented, condensed document that can assist councils in understanding key aspects of their roles and responsibilities under MARAM and information sharing to support their prescribed council services. 
3. Multi-Agency Risk Assessment & Management (MARAM) Framework
The Multi-Agency Risk Assessment and Management (MARAM) Framework is established in law under Part 11 of the Family Violence Protection Act 2008. It sets out the system architecture and accountability mechanisms required to establish a system-wide approach to, and shared responsibility for family violence risk assessment and management. The MARAM Framework is accompanied by guiding resources to assist in incorporating the Framework and accompanying principles and pillars into organisational policies, practices and procedures.
Council services prescribed under MARAM include Maternal Child Health, supported playgroups, kindergartens, out of school hours care, long day care at the screening and identification level. Councils should refer to the MARAM Framework Pillar 3 to understand the roles and responsibilities of their prescribed services.

Organisational alignment with the MARAM is understood as an ongoing process under the maturity model, with each prescribed council service beginning at different starting points. Organisations can use also utilise the MARAM organisational checklist to support this policy guidance.

See the MARAM alignment checklist and MAV's MARAM Alignment Tool for further support on organisational alignment.
The objectives of the MARAM Framework are to: 
· Increase the safety of people experiencing family violence and reduce the risk of harm or death.
· Ensure the broad range of experiences across the spectrum of seriousness and presentations of risk are represented, including for Aboriginal and diverse communities, children, young people and older people, across identities, and family and relationships types.
· Keep perpetrators in view and hold them accountable for their actions and behaviours.
· Guide alignment with MARAM for use across a broader range of organisations and sectors who will have responsibilities to identify, assess and respond to family violence risk.
· Ensure consistent use of the Framework across prescribed organisations and sectors. 
· Ensure the broad range of experiences across the spectrum of seriousness and presentations of risk are represented; including for Aboriginal people, culturally diverse communities, children, young people and older people, across identities, and family and relationships types.
The continuous development of the evidence-base of what constitutes good practice under MARAM should be reflected in the review and amendment of council policy.
3.1 - MARAM Pillars 1 - 4
The MARAM establishes a system-wide shared understanding of ISEs responsibilities under Pillars 1- 4. Each pillar is set at the organisation level and reflects a Framework requirement designed to guide and support prescribed organisations and agencies in MARAM alignment for effective and integrated system-wide response to family violence in Victoria.
Pillar 1 - A shared understanding of family violence

Services practice a shared, evidence-based understanding of family violence, and of the responsibilities of the professionals involved. 
This includes recognition of the cumulative and dynamic effects of intersectional risk indicators of family violence for children, older people, LGBTIQ, people with disability and diverse communities across identities, family and relationship types. Perpetrators are held in view and accountable by organisations and across the service system.
Pillar 2 - Consistent and collaborative practice

Prescribed council services must provide consistent, effective and safe responses for people experiencing family violence.
Pillar Two outlines MARAM's best-practice for the screening, identification, assessment and management of family violence risk through application of consistent MARAM tools across sectors, and collaborative and proactive partnerships. 

MARAM practice is victim survivor led, supported through a structured professional judgement model informed by MARAM's FV evidence-based risk factors.
Pillar 3 - Responsibilities for risk assessment and management

Prescribes roles and responsibilities of family violence risk identification, assessment and management practices for prescribed services, the broader service system, to align with.

Pillar 4 - Systems, outcomes and continuous improvement 

Establishes responsibilities under MARAM for leadership, governance, and professional roles to lead continuous improvement in MARAM and Information Sharing practice through data collection and reporting, and increase collaboration with other services.
3.2 - MARAM legislative principles
1. Family violence involves a spectrum of seriousness of risk and presentations, and is unacceptable in any form, across any community or culture.
2. Professionals should work collaboratively to provide coordinated and effective risk assessment and management responses in a timely manner, including early intervention.
3. Professionals should be aware of the drivers of family violence, predominantly gender inequality, and the intersectionality with other forms of structural inequality and discrimination.

4. The agency, dignity and intrinsic empowerment of victim survivors must be respected by partnering with them as active decision-making participants in risk assessment and management.

5. Children impacted by family violence must be recognised as victim survivors in their own right.

6. Services provided to child victim survivors should acknowledge their unique experiences, vulnerabilities and needs, including the effects of trauma and cumulative harm arising from family violence.

7. Services and responses provided to people from Aboriginal communities should be culturally responsive and safe, recognising Aboriginal understanding of family violence and rights to self-determination and self-management, and take account of their experiences of colonisation, systemic violence and discrimination and recognise the ongoing and present day impacts of historical events, policies and practices.

8. Services and responses provided to diverse communities and older people should be accessible, culturally responsive and safe, client-centred, inclusive and non-discriminatory.

9. Perpetrators should be guided to acknowledge and take responsibility to end their violent, controlling and coercive behaviour, and service responses to perpetrators should be collaborative and coordinated through a system-wide approach that collectively and systematically creates opportunities for perpetrator accountability.

10. Family violence used by adolescents is a distinct form of family violence and requires a different response to family violence used by adults, because of their age and the possibility that they are also victim survivors of family violence. 

3.3 - MARAM Responsibilities
MARAM sets out 10 responsibilities of practice. Council services are prescribed under Screening and Identification, with the applicable responsibilities set out below. The Intermediate and Comprehensive responsibilities are also set out for prescribed council services to understand the roles of other services they will be working collaboratively with at these levels.

Prescribed council services are prescribed under the Screening and identification level, however council services can choose to nominate relevant workers to upskill in the Intermediate and Comprehensive level, and should liaise with Family Safety Victoria and DH to determine appropriateness.

3.4 - Screening and Identification - Responsibilities 1,2, 5,6, 9,10

Services include: 

· MCH and Early Years council services, including supported playgroups

· General health professionals

· Selected school staff
· RESPONSIBILITY One: Respectful, sensitive & safe engagement
· RESP Two: Identification of family violence risk
· Observable signs of trauma

· Screening and Identification Tool
· Response options and safety planning
· RESP Five: Seek secondary consultation for comprehensive risk assessment, risk management and referrals

· RESP Six: Contribute to information sharing with prescribed services

· RESP Nine: Contribute to coordinated risk management
· RESP Ten: Collaborate for ongoing risk assessment and risk management.
3.5 - Intermediate Risk Assessment: (additional) Responsibilities 3, 4  

Services include:
· Councils offering Homelessness services

· AOD services

· Mental health services
· Family Service services

In addition to Screening and Identification Responsibilities, the Intermediate Risk Assessment also includes:
· RESP Three: Intermediate risk assessment
· Intermediate Assessment Tools, with guidance

· RESP Four: Intermediate risk management

· Safety Plan templates
3.6 - Comprehensive Risk Assessment: (additional) Responsibilities 7, 8

Comprehensive services include:

· Orange Door

· Specialist Family Violence workers

· Child Services
The Comprehensive level of MARAM incorporates responsibilities at the Screening and Identification and Intermediate levels, and also includes:

· RESP Seven: Comprehensive risk assessment

· Adult Comprehensive Assessment Tools, with guidance
· RESP Eight: Comprehensive Risk Management

· Comprehensive Safety Plan Template
3.7 - MARAM intersectionality lens
An intersectional lens is applied throughout the MARAM suite of risk identification, screening and assessment tools and associated practice guidance as a core part of risk assessment. It aims to assist practitioners in recognising how victim survivors can experience barriers to family violence service response due to co-occurring factors of identity and forms of systematic oppression, structural inequality and discrimination. 

Section 144J of the Act specifically requires ISEs to have regard to, and be respectful of, a person's cultural, sexual and gender identity and religious faith, in recognition of the fact that these aspects of identity and experience may affect their response to information sharing. This is of particular importance for Aboriginal and Torres Strait Islander people, people from culturally and linguistically diverse or faith communities, people from LGBTQI, people from small or interconnected communities such as for rural and regional Victorians, and both older and younger people. MARAM's intersectionality lens assists practitioners in recognising where people's experiences interact with some or many of these indicators.
An adult or child's circumstances of intersectionality will alter the way they experience family violence, and in many instances will increase risk, and amplify barriers to disclosure and service access. It also assists to inform the tactics used by a perpetrator to control or socially isolate a victim survivor.

ISEs and professionals must consider such factors as:
· Experiences of discrimination, oppression and trauma may make some victim survivors fearful or unwilling to give consent to share their information.

· Some communities’ understanding of privacy may be influenced by cultural traditions and beliefs.

· Language and other communication limitations can be a significant barrier to engagement when explaining the complex issues of consent and privacy legislation to victim survivors.

ISEs should share information in an accessible, inclusive and culturally safe way.

Practitioners authorised to share under the reforms must be aware that unconscious bias and prejudice can factor into professional judgements and actively work to ensure all decisions regarding information sharing are non-discriminatory.

3.8 - Assisting Aboriginal and Torres Strait Islander people through Information

Sharing
Family violence is not part of Aboriginal or Torres Strait Islander culture. Within this document, the term Aboriginal is used as the generic term to refer to both Aboriginal and Torres Strait Islander people, (as per Working with Aboriginal Children and Families: A Guide for Child Protection and Child and Family Welfare Workers, VACCA, 2016, p 7).
It is recognised that Aboriginal and Torres Strait Islander people are disproportionately impacted by family violence due to discriminatory injustices and trauma made in Australia's history. When working with Aboriginal people it is understood that family violence is compounded by a history of discrimination and trauma which is still felt deeply by communities today. 

Family violence perpetrated against Aboriginal people and communities can include a range of physical, emotional, sexual, social, spiritual, cultural, psychological and economic abuses. These can occur in families, intimate relationships, extended families, kinship networks and communities. It extends to one-on-one fighting, abuse of Aboriginal community workers as well as self-harm, injury and suicide. Family violence experienced by people in Aboriginal and Torres Strait Islander communities acknowledges the spiritual and cultural perpetration of violence by non-Aboriginal people and workers against Aboriginal partners, including exclusion or isolation from Aboriginal culture and community.
When undertaking information sharing about Aboriginal and Torres Strait Islander people ISEs must recognise all cultural rights and promote and practice cultural safety. Risk assessment and management must respect the resiliency of Aboriginal people within their communities, and identify important familial and community connections as critical protective factors. 

ISEs should work with appropriate peak bodies to provide appropriate support and/or referrals to Aboriginal led specialist services where available, and to enable the client to understand their rights throughout the Information Sharing process, (this could include an interpreter or translator, presence of an advocate etc., especially when English is not a first language). For further information, please refer to Chapter 7 of the FVISS Ministerial Guidelines.
3.9 - Assisting people of CALD backgrounds through Information Sharing
People of CALD backgrounds also face particular challenges accessing the service system and may have concerns about information sharing, such as people who have limited English language capacity, people who have recently arrived in Australia or those with temporary or vulnerable migration status. ISEs must provide appropriate support and/or referrals to specialist services where available to ensure that necessary supports are in place to enable the client to understand their rights throughout the process (this could include an interpreter or translator, presence of an advocate etc.) 

For further information, see the Everybody Matters Framework, which has been developed to ensure that family violence reform is inclusive of diverse communities.
4. Information Sharing under the FVISS and CISS
Council's will need to consider, relative to their prescribed services' roles and functions as ISEs, which staff should be authorised to share information in relation to family violence risk assessment and management, and child wellbeing and safety 
4.1 - Family Violence Information Sharing Scheme (FVISS)

The FVISS enables prescribed organisations and services to share risk relevant information to facilitate timely and accurate assessment and management of family violence risk to children and adults, as legislated under Part 5A of the Family Violence Protection Act 2008 and the Family Violence Protection (Information Sharing and Risk Management) Regulations 2018. It acts to ensure the safety and protection of those experiencing family violence while focusing on perpetrator accountability in a way that avoids victim blaming.

There are two purposes for which information can be shared between ISEs under Part 5A: 

·  Family violence assessment purpose 

To establish whether family violence risk is present, assessing the level of risk the perpetrator poses to the victim survivor, and correctly identifying the perpetrator and victim survivor.
·  Family violence protection purpose
Once family violence risk is established, to manage the risk of the perpetrator committing family violence, or the risk of the victim survivor(s) being subjected to family violence by removing, reducing or preventing the escalation of risk. This includes information sharing to support ongoing risk assessment.

The FVISS can be utilised with the MARAM when family violence is present, and in conjunction with the CISS whenever children are involved, or to address co-occurring wellbeing and safety needs, outside of family violence.
4.2.1 - Family Violence Protection Act 2008
4.2.2 - FVISS Ministerial Guidelines
4.4 - Child Information Sharing Scheme (CISS)
The CISS is established under Part 6A of the Child Wellbeing and Safety Act 2005 and covers all Victorian children and young people from 0-18 years of age. The CISS supports collaborative service provision to respond to identified needs and risks of children's wellbeing or safety. ISEs prescribed under the Child Wellbeing and Safety (Information Sharing) Regulations 2018 are able to request and share confidential risk information to promote children's wellbeing and safety through prevention and effective early intervention. The CISS complements and supports existing child safety legislation, including the Child Safe Standards and Reportable Conduct Scheme 2018, Child Wellbeing and Safety Act (2005) and the Best Interests Framework 2007.
The CISS aims to drive cultural and practice change to place the wellbeing and safety of children at the centre of service delivery, acting to:

· Improve early identification of risk and support for the child and their family.
· Shift a risk averse culture in relation to information sharing.
· Increase collaboration and integration between services involved in supporting children and families.
· Support children's and their families’ participation in services.

CISS Information that can be shared is broad and may include: 

· Professional judgements

· Plans and assessments

· Information obtained from other sources

Definitions of wellbeing and safety can vary across the service system; it is intended that professional judgement is used alongside the MARAM framework when assessing whether information meets the threshold for sharing to promote the wellbeing or safety of a child, or group of children.

Factors that may contribute to a professional sharing information to promote a child’s wellbeing and safety include: 

· Physical, psychological and emotional health and access to and engagement with child’s health and development services.

· Engagement in family and supportive relationships, involvement in activities that enable a child’s personal, social and cultural development and connection to their culture and community.

· Participation in education and access to resources that support the child to learn and develop.

· Access to optimal nourishment and protection, and adequate, safe and stable environments in which to live, learn and grow.

ISEs should, in accordance with legislative principles, be respectful of and have regard to a child’s social, individual and cultural identity, the child’s strengths and abilities and any vulnerability relevant to the child’s safety or wellbeing, including only sharing information to the extent necessary consistent with their best interests.

The CISS is used in conjunction with the FVISS and MARAM Framework when family violence impacts child wellbeing and safety.

4.5 -  Child Wellbeing and Safety Act 2005
4.6 -  CISS Ministerial Guidelines
5. Information Sharing Entities (ISEs)
ISEs are prescribed organisations and services of the Information Sharing reforms that form the collective family violence and child wellbeing and safety service response, including both specialist and universal services. 
Each ISE is prescribed under the FVISS, CISS and/or MARAM according to their role in family violence and child health and wellbeing risk assessment and management. ISEs should clarify under what legislation information is being shared under, and whether it is appropriate under the appropriate legislation to request and or share with the nominal corresponding ISE.
Under the FVISS, ISEs can request, collect, use and disclose relevant information with other ISEs for a protection purpose to inform the assessment and management of family violence, dependent upon which reforms they are prescribed to. ISEs can also share assessment purpose information with RAEs, (see Risk Assessment Entities below).
ISEs can share risk information under FVISS for a protection purpose regarding: 

· A perpetrator

· A victim survivor (adult or child)

· A third party

Under FVISS, ISEs can also share perpetrator information with a victim survivor (or a parent (who is not a perpetrator) of a child victim survivor) to manage their safety.
5.1 - ISE verification
5.1.1 Refer here for the types of list of ISEs and their sharing requirements 

5.1.2 or you can search for a list of ISEs
ISEs must ensure that any organisation they share information with is a prescribed ISE by regulations, and confirm whether it is also a Risk Assessment Entity (RAE), which will inform the information able to be provided.
If a responding practitioner does not have an existing relationship with the requestor they must verify their identity prior to sharing information by requesting an identified email from their professional account, or by calling the organisation to confirm their status as an ISE.


To assist in identifying the status of a service or organisation, ISEs can also contact the: 
MARAM and Information Sharing Enquiry Line: 1800 549 646
ISEs can continue to share information with non-prescribed entities, including interstate, under other existing Victorian and Commonwealth privacy laws.

6. risk assessment entities (RAEs)
Risk Assessment Entities, or RAEs, are a sub-set of ISEs under the FVISS which have extended capability in seeking, gathering and assessing potential family violence risk information under a FVISS assessment purpose for alleged perpetrators.
All ISEs, including RAEs, can request or share information for a protection purpose in regard to an identified perpetrator (which includes ongoing risk assessment); however only RAEs can request and receive information for a family violence assessment purpose, (separate from risk assessing for a protection purpose), concerning alleged perpetrators, allowing RAEs to have more information to establish if family violence risk is present and assess family violence risk.

Prior to sharing information with a RAE for a family violence assessment purpose under the FVISS, an ISE does not need to hold a reasonable belief that a disclosure is necessary, which is distinct from sharing information for a FVISS protection purpose with other ISEs that are not RAEs, where reasonable belief is a required threshold to sharing.
Information may be shared between ISEs and RAEs by: 

· A RAE making a request for information from an ISE.
· An ISE responding to a request for information from a RAE.
· An ISE proactively sharing information with a RAE.
· Between RAEs, either making or responding to a request, or proactively sharing.

Some RAEs include:
· The Orange Door services

· State-funded specialist family violence services including refuges, men’s behaviour change programs, family violence counselling and therapeutic programs

· Risk Assessment and Management Panel (RAMP) members

· State-funded sexual assault services

· Child Protection

· Child FIRST services (excluding broader family services)

· Victims Support Agency (including Victim Assistance Programs and Victims of Crime Helpline)

· Victoria Police

Information can be shared with RAEs about the following persons as relevant to establishing and assessing risk family violence: 

· A perpetrator.
· An alleged perpetrator.
· A victim survivor (adult or child).
· A third party.
6.1 - Distinction between ISEs and RAEs: Protection purpose v Assessment
        purpose
Refer to page 41 of FVISS Ministerial Guidelines for further detail
	Prescribed Org / Service
	Information Sharing Entity (ISE)
	Risk Assessment Entity (RAE)



	Sharing 

Purpose
	With all ISEs for Family Violence Protection Purpose only; 
or with RAEs for Assessment Purpose
	With all ISEs for Family Violence Assessment Purpose 
and Protection Purpose.


	Risk Information


	with ISEs for Perpetrator only; 
and RAEs for Alleged Perpetrator
	With all ISEs for Alleged Perpetrator, 
and Perpetrator.



7. Sharing under the information sharing reforms
7.1 - Information Sharing guide for ISEs
Utilising the Information Sharing reforms, ISEs can share confidential risk relevant information concerning family violence perpetrators, alleged perpetrators (with RAEs), adult and child victim survivors, and relevant third parties to assess and manage family violence risk, keep perpetrators in view and to promote child wellbeing and safety. Information can be requested, shared in response to a request or shared proactively between ISEs.
7.2 - Overarching principles for Information Sharing
· Safety first - ensure precedence is given to ensuring any victim survivor is safe when considering a perpetrator’s privacy.

· Proportionality - ISEs should only share relevant information to the extent necessary to assess and manage family violence under the FVISS, or for child wellbeing and safety risk under the CISS
· Collaboration - ISEs should coordinate risk assessment and risk management in a manner that respects the functions and expertise of each prescribed entity. 

· Agency - ISEs should promote the agency of victim survivors by seeking their views and keeping them informed about how their information will be used where it is appropriate, safe and reasonable to do so.

7.3 - Legislative principles for Information Sharing
1. Give precedence to the wellbeing and safety of a victim survivor and/ or child or group of children over the right to privacy, in balance with principle 8.
2. Seek to preserve and promote positive relationships where appropriate and safe, especially where children are involved with family members and people significant to the child.
3. Seek to maintain constructive and respectful engagement with victim survivors and/or children and their families. 

4. Be respectful of and have regard for a person's individual, social and cultural identity, strengths and abilities, and any vulnerability relevant to family violence risk, or child wellbeing and safety. 

5. Promote cultural safety and recognise cultural rights and familial and community connections of people and children who are Aboriginal, Torres Strait Islander or both, and people identified as CALD. 

6. Seek and take under account the views of the victim survivor, child or relevant family members for sharing information if it is appropriate, safe and reasonable to do so. Take all reasonable steps to plan for the safety of all victim survivors and third parties, including family members believed to be at risk from family violence. 

7. Only share confidential information to the extent necessary to promote the wellbeing, safety and best interests of a victim survivor, or child or group of children.

8. Work collaboratively in a manner that respects the functions and expertise of each ISE.

7.4 - What can be shared and when

ISEs can share confidential information with other ISEs for any personal, health and sensitive information (including opinions), as well as identifiers and unique identifiers that are relevant to assessing and/or managing family violence risk, and where there is reasonable belief that sharing may assist to carry out one or more of the following activities in relation to family violence or child wellbeing and safety: 

· Making a decision, assessment or plan to protect against family violence or child harm, or to promote child wellbeing and safety.
· Initiating or conducting an investigation.
· Providing a service relating to family violence or child wellbeing and safety.
· Managing family violence or child wellbeing and safety risk where a person's health, safety and wellbeing are compromised, or where a child is at risk of harm.
And provided that the following thresholds are met:
· The requesting ISE, or ISE to be proactively shared with, is verified.

· The information being disclosed or requested is not known to be excluded information under section 144C of the Family Violence Protection Act 2008 under the FVISS, or
· The information being disclosed or requested is not known to be excluded information under section 41Q of the Child Wellbeing and Safety Act 2005 under the CISS.
· Sharing the information does not contravene another law.
· It meets the threshold of reasonable belief.
· Applicable consent and view requirements have been met (see 'Seeking consent thresholds' and 'Seeking and obtaining views').
Together with consideration to the legislative principles of the MARAM, FVISS and CISS, ISEs will use professional expertise and judgement to identify: 

· The range of needs and risks to inform a decision as to whether the Information Sharing threshold is met, (including the identity and circumstances of the victim survivor and their family, their unique needs of cultural safety, and any risks of discrimination or stigma they may be facing).
· What and how much information to share; a person’s privacy should only be displaced to the extent that is necessary to assess and manage family violence or child wellbeing and safety risk. 
· Who to share with; for instance, ISEs can also share information with a child or non-offending parent to manage a risk to a child’s safety.

Professionals are protected if they share in good faith and with reasonable care in consideration of the thresholds for Information Sharing.
7.5 - Assessment and Protection purposes
There are two purposes under the FVISS for which ISEs can share information with each other:
· Protection purpose (all ISEs)
All ISEs are able to share information for a protection purpose to establish, assess and manage the risk of family violence, or harm to children. 

Risk is dynamic and can change over time, so information may continue to be shared for the purposes of ongoing risk assessment to prevent, remove or reduce the escalation of risk.
· Assessment purpose (only RAEs)
Only ISEs that are also prescribed as RAEs are able to share for a risk assessment purpose to establish whether family violence is present, to correctly identify the parties as the perpetrator or victim survivor, and/or to assess the level of risk an alleged perpetrator or perpetrator poses to a victim survivor.

The assessment purpose afforded RAEs allows them to be proactive in seeking a greater breadth of information in order to establish if family violence risk is present.

As stated, prior to sharing information with a RAE for an assessment purpose an ISE does not need to hold a reasonable belief that the disclosure is necessary for a family violence assessment. This is distinct from sharing information for a protection purpose.
7.6 - Sharing information obtained from secondary sources

Information that has been obtained from a secondary source can be shared, however, ISEs are encouraged to seek information from the source that is likely to have the latest and most up-to-date risk information where possible.

7.7 - Sharing perpetrator information with a victim survivor for risk management
It is critical that further important detail should be sought on p29 of the FVISS Guidelines to assist in deciding whether to share perpetrator information with a victim survivor (or parent that is not a perpetrator) to ensure safety.

An ISE may share information about a perpetrator with a victim survivor for the purpose of managing a risk of the perpetrator committing family violence. Consent of the perpetrator is not required. Excluded information may not be shared. 
Where the victim survivor is a child, an ISE may share information about a perpetrator with the child or a parent who is not a perpetrator. Information should only be shared with a child where it is appropriate to do so (considering their age, capacity/functioning and developmental stage).
The victim survivor may use this information to manage risk. The victim survivor must not otherwise use or disclose this information for another purpose unless permitted by another law. However, it is not an offence for a victim survivor to disclose this information for another purpose. 
Victim survivors should be informed that sharing this information may inadvertently 

increase their risk. Where possible, ISEs who share information with victim survivors should also support the victim survivor to use the information to enhance their safety. 

7.8 - Sharing risk information with a family member

The Information Sharing schemes permit ISEs to share information with a victim survivor, including a child victim survivor (where safe and appropriate) for a protection purpose of managing a risk to a victim survivor or their family. When disclosing information in this manner to assess or manage risk, the following should be considered:

· The nature and significance of the risk to victim survivor, child or family member. 

· Whether the information will enable the recipient to manage the risk to the safety of the victim survivor and/or child and, if so, what information will assist that person to manage the risk most effectively.
· Whether the information provided would raise risk, such as if the perpetrator were to find out that this information had been shared with the victim survivor
· Whether any of the information proposed to be disclosed is known to be ‘excluded information’ under the information sharing reforms, or other legislation.

The information shared under the Information Sharing schemes cannot be further used or disclosed by that person unless it is for the purpose of managing a risk to a person's safety or is permitted by another law.
7.9 - Information Sharing and other laws
Organisations can continue to collect, use or disclose information where it is already allowed under another Act. ISEs can also use information obtained under the Information Sharing schemes as permitted under another law. Any confidential information provided under the Information Sharing reforms should also be collected, used and disclosed in accordance with the Family Violence Protection Act 2008, the Child Wellbeing and Safety Act 2005, the Privacy and Data Protection Act 2014 and/or any other relevant state or Commonwealth law.

The Information Sharing reforms do not affect reporting obligations created under other legislation, such as mandatory reporting under the Children, Youth and Families Act 2005. Secrecy and confidentiality provisions in other laws still apply, unless they have been expressly overridden by the Information Sharing reforms. Organisations and services should continue to share information and collaborate according to existing legal obligations and permissions, as appropriate.
7.10 - Information Sharing and Privacy laws
The Information Sharing reforms make certain modifications to the Information Privacy Principles and the Health Privacy Principles to ensure that the scheme is able to operate as intended for ISEs:
When sharing information regarding perpetrators, (or alleged perpetrators with RAEs)

· are not required to collect information about an alleged perpetrator or perpetrator directly from that person, despite anything in IPP 1.4 or HPP 1.3, although ISEs may still do so where it is safe, reasonable and appropriate 

· are not required to notify an alleged perpetrator or a perpetrator when information about them is collected from someone else, despite anything in IPP 1.5 or HPP 1.5, although ISEs may still do so where it is safe, reasonable and appropriate

·  are not required to obtain consent from an alleged perpetrator or a perpetrator before collecting ‘sensitive information’ about that person (such as information about their criminal record), despite anything in IPP 10.1 

In regard to a child victim survivor:
· are not required to obtain consent from any person before ‘sensitive information’ is collected about them in relation to assessing or managing risk to a child victim survivor, despite anything in IPP 10.1. 
In relation to both adult and child victim survivors:

·  ISEs are encouraged to consider discussing the relevant individual’s views and preferences for the use of their information and ensure that these are taken into account wherever safe, reasonable and appropriate, while also making it clear that their information may be shared in order to assess or manage a risk to a child notwithstanding those wishes or preferences.
The FVISS and CISS Ministerial Guidelines provide more information about notification requirements under the Privacy and Data Protection Act and the Health Records Act.
8. Consent and obtaining views
Various consent and seeking views thresholds apply when information is being shared concerning adult and child victim survivors, perpetrators and alleged perpetrators and relevant third parties to assess or manage risk. 
8.1 - Consent thresholds for Information Sharing under FVISS
There are five elements integral to receiving consent: 
Capacity, voluntary, informed, specific and current.
· Consent may be expressed or implied, (ie: obtained in previous interaction). ISEs are encouraged to obtain express consent where it is reasonable, safe and appropriate to do so.

· Consent can be withdrawn at any time.
· Where consent is refused by an adult victim survivor, ISEs can still share information if it is to lessen or prevent a serious threat, or if sharing information to assess or manage family violence risk to a child victim survivor.
· Consent is not required from any person if the information is necessary to assess or manage risk to a child victim survivor.
· Consent is not required where sharing information is necessary to lessen or prevent a serious threat to someone's life, health, safety or welfare.
· Consent can be verbal or written, however both must be documented.

Refer to p100 of the FVISS Ministerial Guidelines for further details on consent
8.2 - Consent for children
As per Information Sharing legislation, no consent is required when sharing to promote the wellbeing or safety of a child, or assessing or managing a family violence risk to a child, both directly and indirectly. However, all efforts must be made to obtain the views of the child, parent/ guardian/ or adult victim survivor. If views were unable to be obtained, it must be documented why it was unsafe, inappropriate or unreasonable to do so.
8.3 - Consent for victim survivors
Consent is only required when sharing information about an adult victim survivor or third party where there are no children at risk of family violence; unless the ISE reasonably believes that sharing confidential information is necessary to lessen or prevent a serious threat to an individual’s life, health, safety or welfare.
8.4 - Consent for third parties
Where there are no children involved, consent is required to share information that identifies a relevant third party, unless the ISE reasonably believes that sharing confidential information is necessary to lessen or prevent a serious threat to an individual’s life, health, safety or welfare.
8.5 - Consent not required for a perpetrator or alleged perpetrator 
Consent and views of a perpetrator or alleged perpetrator, including adolescents who use family violence, are not required for ISEs to share information to assess or manage risk of family violence or child wellbeing and safety.

The new laws prioritise victim survivor safety over perpetrator privacy and promote a timely whole of system response for holding perpetrators to account. 
8.6 - Consideration for obtaining consent when working with Aboriginal and Torres Strait Islander communities
Part 5A of the FVPA 2008 contains specific requirements for ISEs when collecting, using or sharing information relating to Aboriginal and Torres Strait Islander people, whether they be victim survivors, perpetrators, alleged perpetrators or third parties. Section 144J(2)(d) provides that ISEs must collect, use or disclose the confidential information of a person who identifies as Aboriginal in a manner that promotes the right to self-determination, is culturally sensitive and considers the person’s family and community connections. 
ISEs should work with appropriate peak bodies to provide appropriate support and/or referrals to specialist services where available, and to enable the client to understand their rights throughout the Information Sharing process, (this could include an interpreter or translator, presence of an advocate etc. especially where English is not a first language).
8.7 - Consideration for obtaining consent for CALD communities
ISEs must be culturally safe and respectful of all culturally diverse communities, including for faith communities and migrant and refugee backgrounds. ISEs should work with appropriate peak bodies to provide appropriate support and/or referrals to specialist services where available, and to enable the client to understand their rights throughout the Information Sharing process, (this could include an interpreter or translator, presence of an advocate etc. especially where English is not a first language).
8.8 - Considerations for obtaining consent for other groups

Section 144J of the Act requires ISEs to have regard to, and be respectful of, the person's cultural, sexual and gender identity and religious faith, in recognition of the fact that these aspects of identity and experience may affect their response to information sharing. 

ISEs should share information in an accessible, inclusive and culturally appropriate way. They should actively address any additional concerns when sharing information about: 

· People with disabilities 

· People from lesbian, gay, bisexual, trans and gender diverse and intersex (LGBTI) communities.
· Older people.
· People living in rural, regional and remote communities.

· People working in the sex industry.
· Women in or exiting custody.
· Male victim survivors. 

8.7 - Seeking and obtaining views
Where consent is not required, ISEs must take all reasonable steps to seek and obtain the views of the victim survivor, child and/or any parent that is not a perpetrator prior to sharing their information, and to take those views into account in the assessment and management of risk, and to support any victim survivor and/or child to contribute to decisions that affect them. 
While there may be some challenges to correctly obtaining the views of a child (due to their age, maturity level, comprehension) these should not in themselves be barriers to seeking a child’s views. ISEs and practitioners should use professional judgment to determine whether or not the child has the capacity to be actively involved in the assessment and management of risk.
See the FVISS and CISS Ministerial Guidelines for further detail on consent and views.

9. Excluded Information for Information Sharing
There are a range of limited circumstances where confidential information is not permitted to be shared under the Information Sharing reforms; such as where sharing could endanger a person’s life, contravene another law, or prejudice a law enforcement investigation. In special cases it may be necessary for an ISE to obtain legal advice to determine if any exemptions apply. 
9.1 - Exceptions to Information Sharing under FVISS and CISS
Information is unable to be shared under the FVISS or CISS if, given the facts known: 

· An organisation is not registered as an ISE.

· The information requested is not relevant to assessing or managing the risk of family violence, or promoting the wellbeing or safety of a child or group of children. Information may be able to be shared under existing legislation
· Information is excluded under section 144C of the Family Violence Protection Act 2008 or section 41Q of the Child Wellbeing and Safety Act 2005, or by another law.

· Endanger a person’s life or result in physical injury - including the child, their family or any other person.

· Prejudice or compromise administration of the law in a particular instance (e.g. if information reveals the details of a police investigation or court administration).
· Unable to obtain consent required to share.

· An ISE does not hold any relevant information to the request.

Please refer the FVISS and CISS Ministerial Guidelines for further detail on exceptions to sharing.
9.2 - Unable to share - Declining a request to share information

Any refusal to share excluded information under the Information Sharing reforms must be provided with reasons stated in writing, and recorded by the ISE responding to the specific request. Where there are circumstances that it would be inappropriate to disclose details of the specific ground for the exclusion (e.g. where it would prejudice a criminal investigation), it is sufficient to refuse on the grounds that the information is excluded. 

9.3 - Disagreement of sharing circumstances between ISEs
ISEs, in accordance with the legislative principles, should work collaboratively in a manner that respects the functions and expertise of each ISE. If ISEs disagree on whether the threshold for sharing has been met, they should work together to identify opportunities to achieve the best outcome for the victim survivor and/or child. 
In all circumstances, the disclosing ISE must be satisfied that the threshold has been met as required by law before sharing information. If an information request is declined the reason for refusing the request must be provided to the requesting ISE in writing and a record kept.
9.4 - Sharing with non-ISEs, including Commonwealth or interstate organisations
If an organisation is not prescribed as an ISE under the Information Sharing reforms, information may only be shared where it is permitted under other laws, including with state and federal organisations, as per Victorian and Commonwealth privacy laws.

10. Making a Request
10.1 - ISE verification
ISEs must verify that an organisation they are requesting information from is prescribed as an ISE by regulations, as well as if they are a RAE. 

10.2 - Requesting obligations

Requests can be made in writing or verbally. There is no restriction on an ISE making a request, however the requesting ISE should provide sufficient detail in a timely manner to eliminate or mitigate any risk, and to enable the responding ISE to decide:
· Whether the threshold has been met.
· What confidential information may assist the responding ISE to identify the information they hold that is relevant to the request.
· Whether the information should be disclosed under the Information Sharing Schemes. 

11. Receiving / Responding to a Request, or proactively sharing
11.1 - ISE verification
ISEs must first verify that an organisation they are sharing information with is prescribed as an ISE by regulations, as well as if they are a RAE. A responding worker that does not have an existing relationship with the person requesting should verify their identity before sharing information by requesting a sent email from their official work account, or by calling the organisation.

11.2 - Responding obligations
An ISE must prioritise Information Sharing requests and respond in a timely manner to reduce risk. Where a serious threat has been identified, ISEs should respond to those requests for information immediately.

ISEs can share confidential information with other ISEs, such as any personal, health and sensitive information (including opinions), as well as identifiers and unique identifiers, when there is reasonable belief that sharing may assist to carry out one or more of the following activities in relation to family violence, or child wellbeing and safety, (except when sharing with RAEs, where reasonable belief is not required): 
· Making a decision, assessment or plan to protect against family violence or child harm.

· Initiating or conducting an investigation.
· Providing a service relating to family violence or child wellbeing and safety.

· Managing family violence or child wellbeing risk where a person's health, safety and wellbeing are compromised, or where a child is at risk of harm.

And provided that the following thresholds are met:
· The requesting ISE, or ISE to be proactively shared with, is verified.

· The information being disclosed or requested is not known to be excluded information under section 144C of the Family Violence Protection Act 2008 or section 41Q of the Child Wellbeing and Safety Act 2005.

· Sharing the information does not contravene another law.
· It meets the reasonable belief test, (see below). 

· Applicable consent and view requirements have been met, (see Seeking Consent and Obtaining Views).
In all circumstances, the disclosing ISE must be satisfied that the threshold has been met as required by law before sharing information. If an information request is declined the reason for refusing the request must be provided to the requesting ISE in writing and a record kept.

11.3 - Reasonable belief 
When responding to a request or proactively sharing, in all circumstances the onus is on the ISE sharing information to ensure a reasonable belief that the disclosure of the relevant information is necessary for a family violence or child protection purpose, (except when sharing with a RAE), and that they are disclosing information about a person in accordance with the law. This is a safeguard to prevent unnecessary or irrelevant information from being shared. 
There is no restriction on an ISE making a request. The responding ISE to make the disclosure may seek further information about the intended use of the shared information from the recipient ISE to determine whether the threshold for sharing has been met. 
Whether a belief is reasonable will depend on the circumstances but will generally require the existence of facts beyond a mere suspicion. ISEs can refer to the MARAM Framework for advice about information that is used to assess and manage the safety of victim survivors and keep perpetrators accountable to inform decision-making for reasonable belief. 
11.4 - Information from secondary sources
Information that has been obtained from a secondary source can be shared. However, ISEs are encouraged to seek information from the source that is likely to have the latest and most up-to-date information where possible.

11.5 - Privacy

A person’s privacy should be displaced only to the extent that is necessary to assess and manage risk. This means if it is not necessary to share a person’s information in an identifiable way, ISEs should only share de-identified information to maintain that person’s anonymity.
12. Risk Management
Councils must understand how the Information Sharing schemes intersect with and overlay current policies and practices of its prescribed services; for example:

· For what purposes the organisation collects, holds, uses, shares and discloses confidential information, and the secure administration of this information.
· How family members and children will be notified about how their information may be used or shared, and by whom.
· How an individual may access and/or correct their personal information, and through whom, including considerations for perpetrators and alleged perpetrators.
· How the organisation will respond to breaches of privacy, including how clients can make complaints, how to document complaints and the resolution and timelines for managing complaints.

· How practitioners can respond to a request for information under the Schemes when the case is closed or the client is no longer engaged with your service.
· Correctly determining a perpetrator and victim survivor in a timely manner; response to incorrectly identified perpetrators, and process for identifying internal perpetrators.
Please see the p108 of FVISS Ministerial Guidelines for further considerations of information sharing risk management.
12.1 - Safeguards to protect privacy 

ISEs must have appropriate processes in place to safeguard against privacy breaches.

Breaches of privacy can have serious implications for the safety of a victim survivor or third party; e.g. information that discloses a victim survivor’s location can put them at risk from the perpetrator. 

ISEs must make steps to ensure that perpetrators cannot access information about a victim survivor or that those workers requesting information or working with a client do not have a conflict of interest; e.g. does not have a personal or familial relationship with a victim survivor or perpetrator.

12.2 - Conflict of interest
Council's must have strong processes in place for identifying and managing any conflict of interest arising within their prescribed services for Information Sharing. A conflict of interest might arise in any part of the service system, but may be of particular concern for people from small or interconnected communities such as rural and regional Victorians, Aboriginal people, and people from CALD or faith communities.

Please see p34 FVISS Ministerial Guidelines for more information on conflict of interest information.

12.3 - Privacy, confidentiality and rights to access information for a perpetrator or
          alleged perpetrator
The Information Sharing reforms specifically allow an ISE to refuse an alleged perpetrator’s or a perpetrator’s request for access to their personal or health information under the Privacy and Data Protection Act 2014 or the Human Rights Act, based on an ISE’s reasonable belief that access would expose or increase the family violence or child harm risk to a victim survivor.
ISEs should note that this does not prevent them from being able to provide individuals, including perpetrators, with access to their personal or health information where it is safe to do so. 

13. information management and Record keeping
When sharing information about any individual under the Schemes, either voluntarily or in response to a request, an ISE must record and keep secure the following: 

· Date of the request and response.
· The ISE and worker making the request.
· The information requested.
· Were the requirements for sharing met?
· What was the sharing purpose?

· Is the information relevant, given the purpose?
· Recording consent, as appropriate for:

· Children.
· Victim survivors.
· Third parties, (as required).
· If unable to secure consent, why not?
· Recording of seeking and obtaining views of:
· Children.
· Victim survivors.
· Third parties (as required).
· If unable to secure views, why not?
· Did you notify the parties that their information would be released, or has been released, as required?

· If not, why not?

· What information was disclosed? 
· Or if information was excluded, or declined, must state why in writing.
For more information about record keeping obligations, including recording complaints, and providing access to records and correcting information, please refer to the FVISS and CISS Ministerial Guidelines.
14. Data retention responsibilities, obligations and security
14.1 - Collecting and sharing information from victim survivors, children, parents
          and caregivers who are not perpetrators and third parties 
When an ISE collects personal information about a victim survivor, a child or group of children, a family member, a caregiver, or a third party — either directly or indirectly — it must comply with the Information Sharing consent and views thresholds, as well as existing privacy laws and data security standards of laws that apply to them. 
14.2 - Documenting consent
Consent can be obtained verbally or in writing. Where obtained verbally, ISEs must still make a secure written record of the verbal consent and the information shared. Any consent obtained must be stored on a secure file related to the person of interest. Where consent is implied a file note should be made, with a record of a manager’s approval to share information with implied rather than express consent where possible.

14.3 - Collecting and disclosing sensitive information

As defined in the Privacy and Data Protection Act 2014 sensitive information is information or opinion about an individual’s racial or ethnic origin, political opinions, membership of a political association, religious beliefs or affiliations, philosophical beliefs, membership of a professional or trade association, membership of a trade union, sexual orientation or practices, criminal record.

If an organisation collects information directly from the person to whom the information belongs, Information Privacy Principle 1.3 and Health Privacy Principle 1.4 still apply and require the organisation to ‘take reasonable steps’ to make that person aware of particular matters at or before the time the information is collected, or as soon as safe and practicable thereafter. 
Refer to p49 of the FVISS Ministerial Guidelines for exemptions to sharing for a perpetrator or alleged perpetrator
This may include notifying victim survivors, parents or caregivers and third parties of the following: 
· The identity of the organisation and its contact details.
· The fact that the victim survivor/third party is able to gain access to the information about them that has been collected.
· The purposes for which the information is collected, including any law that requires the information to be collected.
· The types of individuals or organisations with which information might be shared.
· The potential outcomes of sharing that information.
· The main consequences (if any) for the individual if they do not provide all or part of the information sought. An ISE is only obliged to give notice to the person to whom the information relates if it is safe and reasonable in the circumstances to do so.
· The process for making complaints if it is believed information has been shared unlawfully. These requirements apply whether data is collected directly or indirectly except to the extent that making the individual aware of the matters would pose a serious threat to the life or health of any individual. The ISE should include an explanation of the Information Sharing obligations, in particular, that information may be shared by the ISE without the person’s consent to assess or manage family violence or wellbeing and safety risk to a child.
14.4 - Record keeping requirements if a request is refused 
If an ISE refuses a request from another ISE under the Schemes, it must record the request and the reason why it was refused. The response must be provided to the requesting ISE in writing, in a timely manner. The reason provided should be formulated with care and be appropriate to the situation so as not to increase any risks or inadvertently share excluded information. 

14.5 - Record keeping requirements if a complaint is made

Individuals or other ISEs may submit complaints to an ISE about how information was shared under the schemes. If a complaint is received, the recipient ISE must record: 

· The date the complaint was made and received.
· The nature of the complaint.
· Any action that was taken to resolve the complaint, and the circumstances in which the complaint arose. If the ISE was unable to resolve the complaint, any further action that was taken.
· Time taken to resolve the complaint.
15. Legal obligations for prescribed ises
15.1 - Subpoenas

An ISE that holds information collected under the Information Sharing reforms may be subpoenaed to produce case notes, files or any other records to assist in a court in matter. A subpoena may be sought by any party to a court proceeding and must be complied with unless the court decides differently.

Subpoenaed documents do not automatically become evidence in legal proceedings. See the FVISS and CISS Ministerial Guidelines for further detail on subpoenas.

15.2 - Offences 

If information is shared inappropriately, offences may be applied and penalties imposed. There are two offences under the Information Sharing reforms:

· Unauthorised use or disclosure of sensitive information, whether intentional or reckless.

· The offence of falsely claiming to be an ISE or an authorised representative of an ISE.

These offences do not apply to a child, or their parents, or people living with a child who have been provided with information by an ISE for the purposes of managing a risk. Other offences that will apply include any applicable Commonwealth offences and those in relation to secrecy and confidentiality provisions that continue to apply.

15.3 - Employee Protections
Any individual employed by an ISE sharing information in good faith and with reasonable care:

· Will not be held liable in relation to the use or disclosure of information for any criminal, civil or disciplinary action for providing the information.
· Will not be in breach of any code of professional ethics, or considered to have departed from any accepted standards of professional conduct. 
Generally, a person may be considered to have acted in good faith and reasonable care when they can demonstrate that they: 
· Shared information in accordance with their obligations, functions and authorisations.
· Intended for the information to be shared for the purpose of assessing and managing family violence risk, and/or promoting the wellbeing and safety of a child, and not for another purpose.
· Did not act maliciously, recklessly or negligently when exercising their power to share information.
This protection from liability applies only to individuals, not organisations.
16. Complaints about Information Sharing 
16.1 - Individuals

Individuals should make complaints about breaches of a person’s privacy directly to the relevant ISE in the first instance, and thereafter to external oversight bodies, (see below).
16.2 - ISEs

An ISE may submit a complaint to another ISE about how they have undertaken their obligations under the Information Sharing legislation, including if a request for information has not been fulfilled. 

ISEs should keep records of any complaints and have procedures in place for dealing with complaints made in relation to the Schemes, in line with other Victorian and Commonwealth privacy laws, and should make these procedures accessible for other ISEs.

16.3 - Complaints under Victorian privacy laws
Complaints in relation to the collection, use or disclosure of personal information:
· the Office of the Victorian Information Commissioner
www.ovic.vic.gov.au 
Complaints in relation to the collection, use or disclosure of health information:
· the Health Complaints Commissioner 
hcc.vic.gov.au
16.4 - Complaints under Commonwealth privacy laws
· the Office of the Australian Information Commissioner (OAIC)
www.oaic.gov.au
17. Information Sharing Training
All prescribed ISEs and ISE professionals must complete mandatory e-learning or face-to-face training specific to their role.

Councils must assess the following training needs according to their service capability as an ISE:

· Identify priority staff to undertake organisational management training.
· Identify priority staff to undertake professional training on Information Sharing.
· Identify and plan for training for remaining staff to attend training progressively.

· Identify other learning, development and training opportunities that exist that could be incorporated with the Information Sharing Schemes.

Further information can be found on the Training for information sharing and MARAM webpage.
18. Information Sharing support
18.1 - Information Sharing Enquiry Line:     1800 549 646
18.2 - Information Sharing Enquiry email:   infosharing@familysafety.vic.gov.au
19. Information sharing resourcES
	Resource
	Location

	19.1 - VIC Gov - MARAM practice
          guidance & resources
	MARAM Practice Guides and Resources webpage


	19.3 - MARAM Framework one
          page guidance
	MARAM Practice Guides and Resources webpage
(under MARAM Framework)

	19.4 - VIC Gov - Information Sharing
          practice guidance & resources 
	Information sharing guides, templates and tools


	19.5 - FVISS Ministerial Guidelines
	Family Violence Information Sharing Scheme webpage


	19.6 - CISS Ministerial Guidelines
	Child Information Sharing Scheme webpage


	19.7 - Information Sharing 
          one-page guidance
	Information Sharing one-page guidance (Direct Download)

	19.8 - MAV - MCH Information
          Sharing guidance & templates
	MAV MCH Webpage


	19.9 - The Lookout
	The Lookout website
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